**TÜRKİYE BİLİŞİM DERNEĞİ**

**SİBER GÜVENLİK EKOSİSTEMİNE KATKI ÖDÜLLERİ**

Bu yıl Türkiye Bilişim Derneği tarafından 8’incisi gerçekleştirilecek olan "**Siber Güvenlik Ekosisteminin Geliştirilmesi Zirvesi**” 12 Haziran 2025 tarihinde Ankara Bilgi Teknolojileri ve İletişim Kurumu'nda yapılacaktır.

Etkinliğin teması “**Geleceğin Siber Ekosistemi: Güven, Direnç ve İnovasyon**” olarak belirlenmiştir.

# KURULLAR

Türkiye Bilişim Derneği etkinlik ve ödül kapsamında 3 kurul oluşturur.

**Etkinlik Yürütme Kurulu (EYK):** Etkinliğin bütçesini oluşturmak, etkinliğin yapılacağı yeri belirlemek, sponsor görüşmelerini yürütmek ve etkinliğin planlanan şekilde gerçekleşmesini sağlamaktan sorumludur.

**Program Kurulu**: Etkinlik içeriği ve konusunda uzman konuşmacıları belirleyen kuruldur.

**Değerlendirme Kurulu:** Bilişim teknolojileri alanında hizmet veren kamu ve özel sektör temsilcileri, sivil toplum kuruluşu üyeleri ve akademisyenlerden oluşmaktadır. Konusunda uzman ve tarafsızlığı garanti eden kişilerdir.

Değerlendirme Kurulu çalışmalarında gizlilik esastır. Değerlendirme Kurul kararları TBD Merkez Yönetim Kurulunca resmen açıklanıncaya değin Değerlendirme Kurulu, çalışmaları ve sonuç hakkında bilgi veremez ve açıklama yapamaz.

Değerlendirme Kurulu ödülün amaçları doğrultusunda aday projeleri/kişileri/kurumları belirler, değerlendirir ve aralarından uygun olanları belirtilen kriterler doğrultusunda ödüle layık görür.

# ÖDÜLÜN AMAÇ - KAPSAMI

Siber Güvenlik Ekosisteminin Geliştirilmesi Zirvesi kapsamında gerçekleştirilecek olan ödül töreninde 2025 yılı "**Siber Güvenlik Ekosistemine Katkı Ödülleri**" verilecektir.

Ödüller; milli imkân ve kabiliyetler ile özgün olarak siber güvenlik ürün, hizmet ve teknolojilerinin geliştirilmesine, siber güvenlik farkındalığının ulusal seviyede arttırılmasına, nitelikli insan kaynağının yetiştirilmesine, bilimsel araştırma çalışmaların yapılmasına ve kamuda milli siber güvenlik ürünlerinin kullanımının yaygınlaştırılmasına destek vererek siber güvenlik ekosisteminin gelişimine katkı sağlayan kurum, firma ve bireylere verilmektedir.

Söz konusu ödül 2018 yılından beri Türkiye Bilişim Derneği tarafından verilmekte olup itibarlı bir ödül olarak bilinmektedir.

Her kategoride bir ödül verilir. Her ödül için bir Plaket ve bir Onur Belgesi düzenlenir. Ödüle değer görülme gerekçesi Onur Belgesinde özet olarak belirtilir. Plaket ve Onur Belgelerinin biçim ve içerikleri TBD Merkez Yönetim Kurulunca belirlenir.

# ÖDÜL KATEGORİLERİ ve ANA KRİTERLER

Katılımcılar kendilerini ve kendi kurumlarını aday gösterebildikleri gibi başka kişileri veya kuruluşları da aday gösterebilirler. Katılımcılar birden fazla ödüle başvurabilirler ancak her başvuru için benzersiz yanıtlar sunmaları gerekir.

Ödüller bir önceki yıl içinde (2024) ortaya konan başarıları kapsamaktadır ve 12 Haziran 2025 tarihinde sonuçlandırılması kararlaştırılmıştır.

Ödül değerlendirmeleri aşağıdaki kategorilerde yapılacaktır:

1. **TBD-ÖSG1: Siber Güvenlik Ekosistemine Katkı Veren Kamu Kurumu**

Kamu kurumları, üniversiteler ve belediyeler arasında en iyi kurumsal düzeyde siber güvenlik çözümünü sunan/uygulayan kuruma ödül vermek amaçlanmaktadır.

Başvurular;

* Kurumda bir siber güvenlik politikasının varlığı ve uygulanması,
* Hizmet sunumunda mobil uygulama ve mobil siber güvenlik politikası,
* Kurumun SOME’ye sahip olması,
* Bilgi işlem alt yapısında yapay zekâ vb. yenilikçi teknolojilerin kullanılması,
* Yüksek bant genişliğine sahip bir bilgisayar ağına sahip olması,
* Çok faktörlü kimlik doğrulama, Kimlik ve Belge Doğrulaması, e-imza vb. teknolojilere sahip olması,
* Yerli ve milli ürün kullanımı,
* Güncel siber güvenlik teknolojilerin uygulama ve kullanımına yönelik olarak siber güvenlik ekosistemine katkı sağlaması

vb. ölçütlere göre değerlendirilecektir.

**2.TBD-ÖSG2: Siber Güvenlik Ekosistemine Katkı Veren Kamu Görevlisi**

Siber güvenlik alanında liderlik, yenilikçilik ve özveri gösteren ve siber güvenlik konusunda uzman kamu çalışanına ödül vermek amaçlanmaktadır. Adayların Türkiye’de bir kamu kurumunda kadrolu çalışıyor olması gerekmektedir.

Adayların;

* Siber güvenlik alanında kamu kurumlarında ve kritik altyapılarda ihtiyaç duyulan yazılımların, yazılım araçlarının, donanımların ve hizmetlerin milli imkanlar ile özgün olarak geliştirilmesini destekleyen projeleri geliştiren ve/veya platformların/kümelenmelerin oluşmasına katkı sağlaması ve/veya
* Kritik altyapı ve kamu kurumlarındaki ağ ve sistemlerin güvenlik açıklarının belirlenmesi ve giderilmesine yönelik çalışmalar yapması ve/veya
* Güvenlik uzmanlığı, iş zekâsı ve/veya becerikli ve yenilikçi liderlik yaklaşımları aracılığıyla siber güvenlik portföyüne ayrıcalıkla liderlik etmesi

beklenmektedir.

Başvurular;

* Siber güvenlik alanında yapmış olduğu çalışmalar ve/veya yürütmüş olduğu projeler ile yerli ve milli çözümler üretilmesine sağlamış olduğu katkı,
* Yerli ve milli siber güvenlik ürünlerinin kamuda kullanımının yaygınlaştırılmasına yardımcı olmuş olması,
* Dijital altyapıyı güvence altına alma bilgisi ve uygulaması,
* Kurumunun hizmet sunduğu vatandaşların genel güvenlik düzeyini iyileştirme konusunda katkıları

vb. ölçütlere göre değerlendirilecektir.

**3.TBD-ÖSG3: Siber Güvenlik Ekosistemine Katkı Veren Akademisyen**

Siber güvenlik alanında liderlik, yenilikçilik ve özveri gösteren akademisyene ödül vermek amaçlanmaktadır.

Başvurular;

* Siber güvenlik alanında yapmış olduğu akademik araştırma çalışmaları ve/veya akademik yayınları ile siber güvenlik bilincinin oluşturulması, geliştirilmesi ve yaygınlaştırılmasına sağladığı olanaklar,
* Siber güvenlik alanında ihtiyaç duyulan nitelikli insan kaynağı yetiştirilmesine yönelik olarak ekosisteme sağladığı katkı,
* Yenilikçilik (yeni müfredatların geliştirilmesi veya ortaya çıkan teknolojilerin kullanımı gibi siber güvenlik eğitimine yönelik yenilikçi yaklaşımları),
* Farkındalık sağlaması (öğrencileri ve daha geniş topluluklar arasında siber güvenlik riskleri konusunda farkındalığı artırması ve siber güvenlik için en iyi uygulamaları teşvik etmesi),
* Siber güvenlik sektöründe çeşitliliği ve kapsayıcılığı teşvik eden çalışmaları

vb. ölçütlere göre değerlendirilecektir.

**4.TBD-ÖSG4: Siber Güvenlik Ekosistemine Katkı Veren Medya Kuruluşu**

Ekosisteme katkı sağlamak amacıyla, toplumun tüm katmanlarında siber güvenlik farkındalığı yaratmaya ve karar vericilerin bilgilendirilmesi amacıyla siber güvenlik ekosistemi ve paydaşlarının sorunlarını gündeme taşımaya yönelik olarak yürütülen medya çalışma ve faaliyetlerini kapsamaktadır.

Başvurular;

* Siber güvenlik alanında yapılan medya faaliyetleri,
* Bu faaliyetlerin toplumda yarattığı farkındalık,
* Yerli ve milli üretim ve kullanım konusundaki duyarlılık

vb. ölçütlere göre değerlendirilecektir.

**5.TBD-ÖSG5 Yerli ve Milli Teknoloji Geliştirme**

Siber güvenlik alanında kamu kurumlarında ve/veya kritik altyapılarda ihtiyaç duyulan teknolojileri yerli ve milli kabiliyetlerle geliştirme yönünde proje ve çalışmalar yaparak özgün ürün, hizmet, çözüm ve sistemlerin geliştirilmesi ve üretilmesi faaliyetlerini gerçekleştirmiş ve/veya milli teknoloji hamlesi kapsamında geliştirdiği yerli teknolojiler ile ülkemizin siber dayanıklılığının arttırılmasına katkıda bulunmuş ve/veya söz konusu ürünlerin kamuda kullanımını başarmış olan siber güvenlik ekosistemindeki firmaları kapsamaktadır.

Adaylar Türkiye’de çalışıyor veya iş yürütüyor olmalı ve ürünleri veya hizmetleri ülkemiz pazarında satın alınabilir olmalıdır.

Başvurular;

* Yüksek güvenlik uygulamaları ve yenilikçi çözüm sunmaları, mevcut teknolojilere ve/veya yaklaşımlara göre bir gelişim sağlaması,
* Gelişmiş destek sunumu ve kullanıcı memnuniyeti,
* İşlevselliği,
* Sunulan çözümlerin amaçlanan sonuçları elde etmedeki başarısı, teknolojisinin gerçek dünya koşullarında güvenilir, verimli ve etkili olması, kalite, performans ve etkinlik açısından sektör standartlarını karşılaması

vb. ölçütlere göre değerlendirilecektir.

**6.TBD-ÖSG6: Siber Güvenlik Ürünü İhraç**

Siber güvenlik alanında özgün ürün, hizmet, çözüm ve/veya sistem geliştirip yurt dışına satışını gerçekleştirerek ekosisteme katkı sağlayan firmaları kapsamaktadır.

Adaylar Türkiye’de çalışıyor veya iş yürütüyor olmalı ve ürünleri veya hizmetleri ülkemiz pazarında satın alınabilir olmalıdır.

Başvurular;

* Yüksek güvenlik uygulamaları ve yenilikçi çözüm sunmaları, mevcut teknolojilere ve/veya yaklaşımlara göre bir gelişim sağlaması,
* Gelişmiş destek sunumu ve kullanıcı memnuniyeti,
* İşlevselliği,
* Sunulan çözümlerin amaçlanan sonuçları elde etmedeki başarısı, teknolojisinin gerçek dünya koşullarında güvenilir, verimli ve etkili olması, kalite, performans ve etkinlik açısından sektör standartlarını karşılaması

vb. ölçütlere göre değerlendirilecektir.

# ÖDÜL SÜRECİ

1. Genel Bilgiler:
2. 3 Mayıs 2025 - TBD tarafından Değerlendirme Kurulu oluşturulur.
3. 5 Mayıs 2025 - Ödül başvuruları etkinlik internet sayfasından, sosyal medyadan ve diğer kanallardan duyurulur.
4. 23 Mayıs 2025 - Başvurular alınır. Ödül adayları, Tüm Kamu Kurumları ve Kuruluşları, TBD Üyeleri, Etkinlik Yürütme Kurulu, STK Temsilcileri, Vatandaşlar ve Özel Sektör Temsilcileri tarafından önerilir.
5. 26 Mayıs 2025 - Değerlendirme Kurulu tespit edilen kriterlere göre aday projeleri belirler.
6. Değerlendirme süreci internet sayfası ve sosyal medyadan kamuoyu ile her aşamada paylaşılır.
7. Değerlendirme, Başvuru Formunda yer alan bilgiler esas alınarak yapılır.
8. 5 Haziran 2025 - Aday projeler ilk elemeyi geçtikten sonra kapsamlı bir değerlendirmeye alınır. Her kurul üyesi başvuruları ana kriterlere göre yeniden değerlendirir.
9. 12 Haziran 2025 - Ödüle layık görülen projelerin ödülleri etkinlik kapsamında verilir.

# EKLER

## Ek 1: 2025 Yılı Kurulları

**Etkinlik Yürütme Kurulu**

* Mehmet YILMAZER
* H. Gökhan ERZURUMLUOĞLU
* Lütfü ÖZBİLEN
* Cebrail TAŞKIN
* Halil YALÇIN
* Özcan ŞAHİN
* Aslı BALTA
* Yeşim ERGUN
* Serap KILIÇDOĞAN

**Program Kurulu**

* Mehmet YILMAZER
* Gökhan ERZURUMLUOĞLU
* Cemal GEMCİ
* Dilek ŞEN KARAKAYA
* Bülent KONUK
* Burak DAYIOĞLU
* Mehmet Ali İNCEEFE
* Özgür TURAN
* Nuray DEDEOĞLU
* Zeynep Nida ENGÜR

**Değerlendirme Kurulu**

* Mehmet YILMAZER
* Gökçe NUR YILMAZ
* Meltem ERYILMAZ
* Cemal GEMCİ
* Ayşegül AK
* Yenal ARSLAN
* Ahmet PEKEL

## Ek 2: Başvuru Formu

|  |
| --- |
| **TBD Siber Güvenlik Ekosistemine Katkı Ödülleri Başvuru Formu** |
| **AD ve SOYAD** |   |
| **e-POSTA** |   |
| **KURUM TÜRÜ(Kamu, Özel Sektör, Akademi, Öğrenci, Emekli, Bireysel)** |   |
| **KURUM/KURULUŞ/OKUL ADI** |   |
| **GÖREVİ** |   |
| **PROJE/ÜRÜN/YAYIN/HİZMET/TEŞVİK ADI** |   |
| **BAŞVURU KATEGORİSİ** |   |
| **BAŞVURU GEREKÇESİ** |   |
| **PROJE/ÜRÜN/YAYIN/HİZMET/TEŞVİK TANITIMI(1000 KELİME)** |   |